
 

 

 
LivaNova PLC and its affiliates and subsidiaries (collectively, “LivaNova”) respect your concerns about 
privacy. This Privacy Policy describes the types of personal information we collect, how we use the 
information, with whom we may share it and the rights and choices available to you regarding our use of the 
information. We also describe measures we take to protect the security of the information and how you can 
contact us about our privacy practices.  
 
This Privacy Policy applies to the products and services offered by LivaNova, including on www.livanova.com 
and websites that automatically are redirected to our websites (“Sites”), except where a product or service 
has a separate privacy statement that does not incorporate this Privacy Policy.  

• For information about our privacy practices with respect to Epsy, please see the Epsy Privacy Policy. 
• If you are a California consumer, for more information about your privacy rights, please see the 

section of this Privacy Policy called “California Consumer Privacy Statement.”  
• If you are a Nevada or Washington consumer, please refer to the “Nevada and Washington Consumer 

Health Data Privacy Statement” for more information about our privacy practices and your privacy 
rights with respect to consumer health data. 

LivaNova PLC is the entity responsible for the processing of personal information described in this Privacy 
Policy, unless otherwise indicated in the Appendix identifying local entities.  Please see the “How to Contact 
Us” section below for further information. 
 
Click on one of the links below to jump to the listed section: 
 

• Information We Obtain 
o Cookies and Similar Technologies  
o Third-Party Analytics Services 
o Interest-Based Advertising  

• How We Use Personal Information We Obtain 
• Information We Share  
• Data Transfers 
• How We Protect Personal Information 
• Retention of Personal Information 
• Your Rights and Choices 
• Children’s Privacy 
• Links to Third-Party Services and Features 
• Updates to Our Privacy Policy 
• How to Contact Us  
• California Consumer Privacy Statement 

 

 

http://www.livanova.com/
https://www.epsyhealth.com/privacy/epsy-app-privacy-notice
https://www.livanova.com/en-us/washington-nevada-consumer-health-data
https://net.livanova.com/file_preview/dff82d7f-6f18-4659-96ff-0a31675a7e37/a43ca31b-21f3-46a0-bb69-719591458416?provider=intranet&rootDirectory=null


 

 

1. Information We Obtain  
• The types of personal information we may obtain include: 
• Contact information, such as your name (and parent/guardian name if applicable), telephone 

number, and postal and email address; 
• Demographic information, such as gender and date of birth, and signature; 
• Government-issued identification number, such as Social Security number; 
• Payment card details, such as credit card number; 
• Clinical history, such as date and nature of diagnosis, information about health care providers, 

treatment and medication history, and information about implanted medical devices; 
• Health insurance information; 
• Location information; 
• Sensory information, such as photographs or audio and video recordings; 
• Social media-related information; 
• Inferences about individual preferences and characteristics; 
• Publicly available information and information from third-party data providers; 
• Information you provide in the course of applying for a job with us; and 
• Other information you choose to provide, such as through our “Contact Us” feature, testimonials, or 

otherwise when you communicate with us. 
 
If you are a health care provider or representative, we may obtain information such as name, NPI number, 
telephone number, signature and, if you create an account with us, online credentials (such as username 
and password).    
 
Personal information you provide directly to us will be apparent from the context in which you provide it, for 
example: 
 

• If you fill out a form on our Sites, you may provide your contact information and other details 
requested on the form. 

• If you take a suitability assessment, you may provide your contact details, date of birth, medical 
history, and other information requested on the form (such as parent/guardian name). 

• If you sign up to receive electronic marketing communications or newsletters from us, you may be 
asked to provide your name, email address and other contact information. 

• If you attend an event that we or one of our business partners has organized, or if you otherwise 
communicate with us on social media or by sending us an email, you may provide us with personal 
information. 

• If you sign up to a feature on our Sites, you may be asked to provide your name and contact 
information and other information necessary to access the feature. 
 

Each form on our Sites or in connection with our Sites varies as to the information required and collected. 
In most cases, an asterisk (*) indicates the required information on a form. You may choose to provide 
additional information within fields that are not required. 
 

1.1. Cookies and Similar Technologies 
When you visit our Sites, we may obtain certain information by automated means, such as cookies, web 
beacons, web server logs and other technologies. A “cookie” is a text file that websites send to a visitor’s 
computer or other internet-connected device to uniquely identify the visitor’s browser or to store information 



 

 

or settings in the browser. A “web beacon,” also known as an Internet tag, pixel tag or clear GIF, links web 
pages to web servers and cookies and may be used to transmit information collected through cookies back 
to a web server. 
The information we collect in this manner may include your device IP address, unique device identifier, web 
browser characteristics, device characteristics, operating system, language preferences, referring URLs, 
clickstream data, and dates and times of website visits.  
 
We use these automated technologies on our Sites to collect information about your equipment, browsing 
actions, and usage patterns. These technologies help us: 

• remember your information so you do not have to re-enter it;  
• track and understand how you use and interact with our Sites;  
• tailor the Sites around your preferences;  
• measure the usability of our Sites and the effectiveness of our communications; and  
• otherwise manage and enhance our products and services, and help ensure they are working 

properly. 

Your browser may tell you how to be notified about certain types of automated collection technologies and 
how to restrict or disable them. Please note, however, that without these technologies, you may not be able 
to use all of the features of our Sites. For mobile devices, you can manage how your device and browser 
share certain device data by adjusting the privacy and security settings on your mobile device. 

The Sites are not designed to respond to “do not track” signals from browsers.  For more information about 
our use of cookies, please read our Cookie Policy. 

1.2. Third Party Analytics Services 

We may use third-party analytics services on our Sites, such as Google Analytics. The information we obtain 
through the Sites may be disclosed to or collected directly by these services. To learn more about Google 
Analytics, please visit https://www.google.com/policies/privacy/partners/.  To opt out of Google Analytics, 
please visit https://tools.google.com/dlpage/gaoptout.  

1.3. Interest-Based Advertising  

You may see our ads on other apps or websites because we use third-party ad services on our 
Sites.Through these ad services, we can tailor our messaging to individuals considering demographic data, 
inferred interests and browsing context. These ad services track information about your online activities 
over time and across third-party websites and apps by collecting information through automated means, 
including through the use of cookies, web server logs, web beacons and other similar technologies. These 
ad services may collect data about your visits to websites and apps that participate in these services, such 
as the pages or ads you view and the actions you take on the websites or apps. This data collection takes 
place both on our Sites and on third-party websites and apps that participate in these ad services. These ad 
services use this information to show you ads that may be tailored to your individual interests. This process 
also helps us track the effectiveness of our marketing efforts.  

To learn how to opt out of interest-based advertising in the U.S., please 
visit www.aboutads.info/choices, www.networkadvertising.org/choices/, and http://preferences-
mgr.truste.com/. 
 

https://www.livanova.com/en-us/cookie-policy
https://www.google.com/policies/privacy/partners/
https://www.google.com/policies/privacy/partners/
https://tools.google.com/dlpage/gaoptout
https://tools.google.com/dlpage/gaoptout
http://optout.aboutads.info/?c=2&lang=EN
http://www.networkadvertising.org/choices/
http://preferences-mgr.truste.com/
http://preferences-mgr.truste.com/


 

 

2. How We Use Personal Information We Obtain 
We may use the personal information we obtain for the following legitimate business purposes: 

 
• Providing, advertising and marketing our products and services (including in connection with our 

medical devices); 
• Communicating with you or others on your behalf; 
• Processing complaints; 
• Performing insurance-related services; 
• Enabling you to participate in our events (including webinars, educational sessions, and 

conferences), communities, social media and blogs; 
• Supporting our charity, donation and similar programs; 
• Establishing and managing our business relationships (including online accounts); 
• Operating, evaluating, and improving our products, services and business (including administering 

the Sites; troubleshooting technical issues; developing new, and enhancing and analyzing our, 
products and services; managing our communications; performing data analytics; and performing 
accounting, auditing and other internal functions);  

• Performing market research and surveys;  
• Administering research studies and determining eligibility to participate in research or product 

testing; 
• Personalizing your user experience on our Sites;  
• Managing career opportunities at LivaNova; 
• Maintaining and enhancing the safety and security of our Sites, products and services and preventing 

misuse;  
• Verifying your identity and preventing fraud and other criminal activity, claims and other liabilities;  
• Exercising our rights and remedies, responding to requests from government entities, and defending 

against legal claims; and 
• Complying with and enforcing applicable industry standards and LivaNova policies. 

 
We use the personal information for these purposes because we have a legitimate business interest in 
providing our products and services. In accordance with applicable law, we take reasonable measures to 
ensure that the interests we pursue are balanced with your interests, rights and freedoms, which we can 
explain upon request. 
 
We may process your personal information where it is necessary to comply with our legal requirements and 
regulatory obligations.  We may process your health-related information (including your medical history) with 
your consent or otherwise if required or permitted by applicable law.   
 
Where required by applicable law, we will obtain your consent to send you marketing communications about 
our products, services, offers and promotions, and to invite you to events and to participate in surveys. Where 
we have a contract with you, we process your personal information as necessary to perform our contractual 
relationship with you, provide our products and services, and manage our relationships. We may also use 
personal information in other ways for which we provide specific notice at the time of collection.  



 

 

We may need to obtain certain personal information to offer the relevant product or service.  If you choose 
not to provide certain information, this may affect our ability to provide you with certain products or 
services. 

3. Information We Share 
We may share the personal information we obtain about you with our affiliates and with third parties such 
as (1) service providers including Internet service providers, operating systems and platforms, advertising 
vendors, and IT support vendors; (2) professional services organizations, such as auditors and law firms, (3) 
our customers, joint marketing partners and business partners; and (4) social media platforms if you use 
those services to connect with us. 

We also may disclose personal information (1) if we are required to do so by law or legal process, such as a 
court order, regulatory reporting requirement or subpoena; (2) in response to requests by government 
agencies, such as law enforcement authorities; (3) to establish, exercise or defend our legal rights; (4) when 
we believe disclosure is necessary or appropriate to prevent physical or other harm or financial loss; (5) in 
connection with an investigation of suspected or actual illegal activity or (6) otherwise with your consent or 
as directed by your representative.  

In addition, we reserve the right to transfer to relevant third parties the personal information we have about 
you in the event of a potential or actual sale or transfer of all or a portion of our business or assets (including 
in the event of a merger, acquisition, joint venture, reorganization, divestiture, dissolution, or liquidation), or 
other business transaction. 

4. Data Transfers 
We may transfer the personal information that we collect about you to recipients in countries other than 
the country in which the personal information originally was collected. Those countries may not have the 
same data protection laws as the country in which you initially provided the personal information. When 
we transfer your personal information to recipients in other countries (such as the U.S.), we will protect 
that personal information as described in this Privacy Policy 

We will comply with applicable legal requirements by providing adequate protection for the transfer of 
personal information to data recipients in countries outside of the European Economic Area (“EEA”), the 
United Kingdom and Switzerland. To the extent these data recipients are in countries that are not 
recognized by the European Commission or another relevant body as providing an adequate level of data 
protection, we provide appropriate safeguards aimed at ensuring a required level of data protection, 
including by entering into Standard Contractual Clauses issued by relevant authorities, such as the 
European Commission. To obtain a copy of the safeguards we have put in place, please contact us as 
indicated below. 



 

 

5. How We Protect Personal Information 
We maintain administrative, technical and physical safeguards designed to protect the personal 
information we obtain against accidental, unlawful or unauthorized access, destruction, loss, alteration, 
disclosure or use. 

 

6. Retention of Personal Information 
To the extent required by applicable law, we keep the personal information we obtain for the period 
reasonably necessary to achieve the purposes described in our Privacy Policy, plus a reasonable period to 
comply with the applicable statutes of limitation or if otherwise required under applicable law, unless a 
shorter retention period is required by applicable law. 

7. Your Rights and Choices 
We offer you certain choices in connection with the personal information we obtain.  You can tell us at any 
time not to send you marketing communications by email by clicking on the unsubscribe link in the 
marketing emails you receive from us.  You also may ask us not to contact you in connection with any new 
product, service, update, news, or event by contacting us as described below. 
 
7.1. For California Residents 
California residents should refer to the “California Consumer Privacy Statement”section of this Privacy 
Policy for more information about their privacy rights. 
 
7.2. For Nevada and Washington Residents 
Nevada and Washington consumers should refer to the “Nevada and Washington Consumer Health Data 
Privacy Statement” for more information about their privacy rights with respect to consumer health data. 
 
7.3. For Residents of the EEA, United Kingdom or Switzerland 
If you are located in the European Economic Area (“EEA”), the United Kingdom or Switzerland, you may have 
the following rights in relation to personal information we hold about you 

• To request confirmation of whether we process personal information about you and, if so, to request 
a copy of that information; 

• To request that we rectify or update your personal information that is inaccurate, incomplete or 
outdated; 

• To request that we erase your personal information in certain circumstances; 

• To request that we restrict the use of your personal information in certain circumstances, such as 
while we consider another request that you have submitted like a request that we update your 
personal information; 

• To object to our processing of personal information on grounds relating to your particular situation; 

https://www.livanova.com/en-us/washington-nevada-consumer-health-data
https://net.livanova.com/file_preview/dff82d7f-6f18-4659-96ff-0a31675a7e37/a43ca31b-21f3-46a0-bb69-719591458416?provider=intranet&rootDirectory=null


 

 

• Where you have given us consent to process your personal information, to withdraw your consent; 
and 

• To request that we provide a copy of your personal information to you in a structured, commonly used 
and machine-readable format in certain circumstances. 

If you are located in the EEA, United Kingdom or Switzerland, you may contact us as described in the “How 
to Contact Us” section below or click here to exercise these rights. You also have the right to file a 
complaint with the data protection supervisory authority in your country if you are not satisfied with our 
response. 

8. Children’s Privacy 
Our Sites are designed for a general audience and are not directed to children. In connection with the 
Sites, we do not knowingly solicit or collect personal information from children under the age of 13 (or 
other minimum age as specified under applicable law). If you believe a child under age 13 (or other 
applicable age in your jurisdiction)  may have provided us with personal information without parental 
consent, please contact us as specified in the How To Contact Us section of this Privacy Policy. 

9. Links to Third-Party Services and Features 
For your convenience and information, our Sites may provide links to other online services, and may 
include third-party features such as apps, tools, widgets and plug-ins. These online services and third-
party features may operate independently from us. The privacy practices of the relevant third parties, 
including details on the information they may collect about you, are subject to the privacy statements of 
these parties, which we strongly suggest you review. To the extent any linked online services or third-
party features are not owned or controlled by LivaNova, we are not responsible for these third parties’ 
information practices. 

10. Updates to Our Privacy Policy 
We may update this Privacy Policy from time to time and without prior notice to you to reflect changes in our 
personal information practices. We will indicate at the top of the notice when it was most recently updated. 

11. How to Contact Us 
You can update your preferences, ask us to remove your information from our mailing lists, submit a 
request, exercise your privacy rights or ask us questions about this Privacy Policy by emailing us at 
dataprotection@livanova.com or writing to us at: 
 

LivaNova PLC 
20 Eastbourne Terrace 
London, W2 6LG 
United Kingdom  
 

You can contact the Data Protection Officer for the European Union and United Kingdom at: 

https://privacyportal-uk.onetrust.com/webform/8483c841-882d-4a04-aa90-bff6ee4b4132/a978c2f1-af1a-4689-aeb7-72415fa9234e
mailto:dataprotection@livanova.com


 

 

 
To the attention of the Data Protection Officer 
Dr. Sebastian Kraska 
Sitz: Eschenrieder Str. 62c, 82194 Gröbenzel 
Registerangaben: AG München,  
HRB 170081- Germany  
and with a copy by email to dataprotection@livanova.com  
 

You can contact the Brazilian Data Protection Officer at: 
 

To the attention of the Brazilian Data Protection Officer 
LivaNova Brasil Com Dist Medico 
Rua Liége, nº 54, Vila Vermelha 
04298-070 - São Paulo – SP 
and with a copy by email to dataprotection@livanova.com 

 
You can contact the Singaporean Data Protection Officer at: 
 

To the attention of Singaporean Data Protection Officer 
LivaNova Singapore Pte Ltd 
11 North Buona Vista Drive 
#13-09 The Metropolis Tower 2 
Singapore 138589 
and with a copy by email to dataprotection@livanova.com 
 

The entities responsible for the processing of personal information by jurisdiction are listed in the Appendix.  
  

mailto:dataprotection@livanova.com
mailto:dataprotection@livanova.com
mailto:dataprotection@livanova.com


 

 

CALIFORNIA CONSUMER PRIVACY STATEMENT 
 
Last Updated: January 14th 2025 
 
This California Consumer Privacy Statement supplements the LivaNova Privacy Policy and applies solely to 
personal information collected about California consumers, such as website visitors, business partners and 
job applicants. This California Consumer Privacy Statement does not apply to (1) personal information 
collected about LivaNova personnel, (2) protected health information subject to the Health Insurance 
Portability and Accountability Act of 1996 (“HIPAA”), or (3) medical information subject to the California 
Confidentiality of Medical Information Act.  

This California Consumer Privacy Statement uses certain terms that have the meaning given to them in the 
California Consumer Privacy Act of 2018 (as amended by the California Privacy Rights Act of 2020) and its 
implementing regulations (collectively, the “CCPA”). 

1. Notice of Collection and Use of Personal Information 

We may collect (and may have collected during the 12-month period prior to the Last Updated date of this 
California Consumer Privacy Statement) the following categories of personal information about you: 

• Identifiers: identifiers such as a real name, postal address, unique personal identifier (such as a 
device identifier; cookies, beacons, pixel tags, mobile ad identifiers, and similar technology; customer 
number, unique pseudonym, or user alias; telephone number and other forms of persistent or 
probabilistic identifiers), Social Security number, driver’s license number, online identifier, IP 
address, email address and other similar identifiers; 

• Additional Data Subject to Cal. Civ. Code § 1798.80:  state identification card number, financial 
information (such as payment card details), education information, medical information and health 
insurance information; 

• Protected Classifications: characteristics of protected classifications under California or federal law, 
such as race, color, national origin, religion, age, sex, gender, gender identity, gender expression, 
sexual orientation, marital status, medical condition, ancestry, genetic information, disability, 
citizenship status, and military and veteran status; 

• Commercial Information: commercial information, including records of products or services 
purchased, obtained, or considered, and other purchasing or consuming histories or tendencies; 

• Online Activity: Internet and other electronic network activity information, including, but not limited 
to, browsing history, search history, and information regarding your interaction with websites, 
applications or advertisements; 

• Sensory Information: audio, electronic, visual, and similar information;  
• Employment Information: professional or employment-related information such as résumé 

information, occupation details, education details, certifications and professional associations, 
historical compensation details, previous employment details, emergency contact information, and 
pre-employment screening and background check information, including criminal record information; 

• Education Information: education information that is not publicly available personally identifiable 
information as defined in the Family Educational Rights and Privacy Act (20 U.S.C. Sec. 1232g; 34 
C.F.R. Part 99); 

• Inferences: inferences drawn from any of the information identified above to create a profile about 
you reflecting your preferences, characteristics, psychological trends, predispositions, behavior, 
attitudes, intelligence, abilities, and aptitudes; and 



 

 

• Sensitive Personal Information: Certain health information you may provide to us, such as in 
connection with the VNS TherapyTM Suitability Assessment on our website.  

 
We may use (and may have used during the 12-month period prior to the Last Updated date of this California 
Consumer Privacy Statement) your personal information for the purposes described in the LivaNova Privacy 
Policy and for the following business purposes: 

• Performing services, including maintaining or servicing accounts, providing customer service, 
processing or fulfilling orders and transactions, verifying customer information, processing payments, 
providing financing, providing analytics services, providing storage, or providing similar services; 

• Providing advertising and marketing services; 
• Auditing related to counting ad impressions to unique visitors, verifying positioning and quality of ad 

impressions, and auditing compliance; 
• Short-term, transient use, such as nonpersonalized advertising shown as part of your current 

interaction with us; 
• Helping to ensure security and integrity; 
• Undertaking activities to verify or maintain the quality or safety of our services or devices and to 

improve, upgrade, or enhance them;  
• Debugging to identify and repair errors;  
• Undertaking internal research for technological development and demonstration; 
• Managing career opportunities with us; and  
• Managing our relationships with current or prospective partners, corporate customers and vendors 

and other business partner personnel. 

We use sensitive personal information for the purposes described above and to make inferences about 
consumers, which we may use to promote certain products or services. 

To the extent we process deidentified information, we will maintain and use the information in deidentified 
form and will not attempt to reidentify the information unless permitted by applicable law. 

2. Retention of Personal Information  

We will retain your personal information for the time period reasonably necessary to achieve the purposes 
described in the LivaNova Privacy Policy and this California Consumer Privacy Statement, or any other notice 
provided at the time of collection, taking into account applicable statutes of limitation and records retention 
requirements under applicable law.  

3. Sources of Personal Information 

During the 12-month period prior to the Last Updated date of this California Consumer Privacy Statement, 
we may have obtained personal information about you from the following categories of sources: 

• Directly from you, such as when you contact us 
• Your computer, mobile phone or other devices, such as when you visit our Sites 
• Our affiliates 
• Service providers, contractors and other vendors who provide services on our behalf 
• Our customers, joint marketing partners and business partners 
• Online advertising services 
• Data analytics providers 



 

 

• Internet service providers (“ISPs”) 
• Operating systems and platforms 
• Social networks 
• Recruiting and talent agencies 
• Job references, such as your employers or teachers 
• Publicly available sources 
• Data brokers, such as public databases, credit bureaus, credit reporting service providers and 

background check services 

4. Sale or Sharing of Personal Information 

We do not sell or share (for cross context behavioral advertising) personal information.  

5. Disclosure of Personal Information 

During the 12-month period prior to the Last Updated date of this California Consumer Privacy Statement, 
we may have disclosed the following categories of personal information about you for a business purpose to 
the following categories of third parties: 

Category of Personal Information Categories of Third Parties 

Identifiers 

• Our affiliates  
• Vendors who provide services on our behalf 
• Our customers, joint marketing and business partners 
• Professional services organizations, such as auditors 

and law firms 
• Online advertising services 
• Data analytics providers 
• Social networks 
• ISPs and operating systems and platforms 
• Data brokers, such as credit bureaus, credit reporting 

service providers, background check services 

Additional Data Subject to Cal. Civ. Code 
§ 1798.80 

• Our affiliates  
• Vendors who provide services on our behalf 
• Our customers, joint marketing and business partners 
• Professional services organizations, such as auditors 

and law firms 
• Online advertising services 
• Data analytics providers 
• Social networks 
• ISPs and operating systems and platforms 
• Data brokers, such as credit bureaus, credit reporting 

service providers, background check services 



 

 

Category of Personal Information Categories of Third Parties 

Protected Classifications 

• Our affiliates  
• Vendors who provide services on our behalf 
• Our customers, joint marketing and business partners 
• Professional services organizations, such as auditors 

and law firms 
• Data analytics providers 
• ISPs and operating systems and platforms 
• Social networks 

Commercial Information 

• Our affiliates  
• Vendors who provide services on our behalf 
• Our customers, joint marketing and business partners 
• Online advertising services 
• Data analytics providers 
• Social networks 
• ISPs and operating systems and platforms 
• Data brokers, such as credit bureaus, credit reporting 

service providers, background check services 

Online Activity 

• Our affiliates  
• Vendors who provide services on our behalf 
• Our customers, joint marketing and business partners 
• Online advertising services 
• Data analytics providers 
• Social networks 
• ISPs and operating systems and platforms 
• Data brokers, such as credit bureaus, credit reporting 

service providers, background check services 

Sensory Information 

• Our affiliates  
• Vendors who provide services on our behalf 
• Our customers, joint marketing and business partners 
• Online advertising services 
• Data analytics providers 
• Social networks 
• ISPs and operating systems and platforms  

Employment Information 

• Our affiliates  
• Vendors who provide services on our behalf 
• Professional services organizations, such as auditors 

and law firms 
• Online advertising services 
• Data analytics providers 
• Social networks 



 

 

 

   

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

In addition to the categories of third parties identified above, during the 12-month period prior to the Last 
Updated date of this California Consumer Privacy Statement, we may have disclosed personal information 
about you to government entities and third parties in connection with corporate transactions, such as 
mergers, acquisitions or divestitures. 

6. California Consumer Privacy Rights 

You have certain choices regarding your personal information, as described below. 

• Access: You have the right to request, twice in a 12-month period, that we disclose to you the personal 
information we have collected, used, disclosed, and sold or shared about you. 

Category of Personal Information Categories of Third Parties 

• ISPs and operating systems and platforms 
• Data brokers, such as credit bureaus, credit reporting 

service providers, background check services 

Education Information 

• Our affiliates  
• Vendors who provide services on our behalf 
• Professional services organizations, such as auditors 

and law firms 
• Online advertising services 
• Data analytics providers 
• Social networks 
• ISPs and operating systems and platforms 
• Data brokers, such as credit bureaus, credit reporting 

service providers, background check services 

Inferences 
• Our affiliates  
• Vendors who provide services on our behalf 
• Data analytics providers 
• ISPs and operating systems and platforms  

Sensitive Personal Information 

• Our affiliates  
• Vendors who provide services on our behalf 
• Professional services organizations, such as auditors 

and law firms 
• Online advertising services 
• Data analytics providers 
• ISPs and operating systems and platforms 



 

 

• Correction: You have the right to request that we correct the personal information we maintain about 
you, if that information is inaccurate.  

• Deletion: You have the right to request that we delete certain personal information we have collected 
from you. 

• Sensitive Personal Information: You have the right to request that we limit the use or disclosure of 
your sensitive personal information to certain purposes permitted by law. 
 

How to Submit a Request.  

• To submit an access, correction, or deletion request, or a request to limit the use and disclosure of 
your sensitive personal information to certain purposes permitted by law, please click here or call us 
at 1-866-332-1375.   

• To submit a request as an authorized agent on behalf of a consumer, please email 
dataprotection@livanova.com with the subject line “CCPA Authorized Agent Request.”  

• For questions or concerns about our privacy policies and practices, please contact us as described 
in the “How to Contact Us” section of the LivaNova Privacy Policy. 

Verifying Requests. To help protect your privacy and maintain security, we will take steps to verify your identity 
before granting you access to your personal information or complying with your deletion or correction request. 
If you request access to, correction of or deletion of your personal information, we may require you to verify 
your email address or phone number in our records and/or provide any of the following information: 

• Contact information (such as name, email, and city and state of residence); and 
• An indication of your prior contact with LivaNova (such as date of prior contact with a LivaNova 

customer service representative or other contact). 
 

In addition, if you ask us to provide you with specific pieces of personal information, we may require you to 
sign a declaration under penalty of perjury that you are the consumer whose personal information is the 
subject of the request. If you designate an authorized agent to make a request on your behalf, we may require 
the authorized agent to provide proof that you have given them signed permission to make the request and 
may require you to verify your own identity directly with us. 

Additional Information. If you choose to exercise any of your rights under the CCPA, you have the right to not 
receive discriminatory treatment by us. To the extent permitted by applicable law, we may charge a 
reasonable fee to comply with your request.  

  

https://privacyportal-uk.onetrust.com/webform/8483c841-882d-4a04-aa90-bff6ee4b4132/a978c2f1-af1a-4689-aeb7-72415fa9234e
mailto:dataprotection@livanova.com


 

 

Appendix: Affiliates and Subsidiaries of LivaNova PLC 

LivaNova Plc 
(20 Eastbourne Terrace, London W2 6LA, United Kingdom) 

Sorin Group Italia S.r.l.  
(Via Enrico Cialdini, 16, 20161 Milano, Italy) 

LivaNova Scandinavia AB  
(Djupdalsvägen 16, 192 51 Sollentuna, Sweden) 

LivaNova Finland OY  
(c/o Kalliolaw Asianajotoimisto Oy, Södra kajen 12, 00130 Helsinki, Finland) 

LivaNova Deutschland GmbH  
(Lindberghstrasse 25, D - 80939 München, Germany) 

LivaNova Norway AS  
(c/o AmestoAccounthouse AS, Smeltedigelen 1, 0195 Oslo, Norway) 

LivaNova Holding S.r.l. 
(Via Enrico Cialdini, 16, 20161 Milano, Italy) 

Livanova Brasil Comércio e Distribuição de Equipamentos Médico-
hospitalares Ltda  

(Rua Liege, 54 – Vila Vermelha, 04298-070 São Paulo, Brasil) 
LivaNova (China) Medical Technology Co. Ltd 

(Room 3006, 30F, C Building, SML Centre, No. 610 Xujiahui Road, Huangpu 
District, Shanghai, 200025, China) 

LivaNova Colombia Sas  
(Avenida Calle 80 No. 69-70 Bodega 37, Bogotá, Colombia) 

Sorin Group Rus LLC  
(Marshal Proshlyakov str. 30 office 304 123458 Moscow, Russia) 

LivaNova Nederland N.V.  
(Westerdoksdijk 423, 1013 BX, Amsterdam, Netherlands) 

LivaNova Espana, S.L.  
(Paseo de Gracia 6 1 – 2 08007 Barcelona 10, 08005, Barcelona, Spain) 

LivaNova Belgium NV  
(Ikaroslaan 83, 1930 Zaventem, Belgium) 

LivaNova Singapore Pte Ltd  
(11 North Buona Vista Drive #13-09, The Metropolis, Singapore 138589) 

LivaNova Japan K.K.  
(11-1 Nagatacho 2 chome, Chiyoda-ku, Tokyo, 100-6110 Japan) 

LivaNova UK Limited  
(20 Eastbourne Terrace, London W2 6LA, United Kingdom) 

LivaNova Australia PTY Limited  
(Unit 1, 63 Wells Road, Chelsea Heights VIC 3196, Australia) 

LivaNova Austria GmbH  
(Millennium Tower, Handelskai 94-96, 1200 Wien, Austria) 

LivaNova Poland Sp. Z o.o.  
(Park Postepu Bud A Ul. Postepu 21 PL-02 676 Warszawa, Poland) 

LivaNova India Private Limited  



 

 

(603-A, Copia Corporate Suites, Building #09, Jasola District Centre, New 
Delhi, India 110025) 

LivaNova Sas  
(Issy-les-Moulineaux (92130), 24 rue du Gouverneur Général Éboué, France) 

LivaNova Hong Kong Limited 
(4008-4009, 40/F, One Pacific Place, 88 Queensway, Hong Kong) 

LivaNova Malaysia  Sdn. Bhd.  
( Unit A-3-6, TTDI Plaza, Jalan Wan Kadir 3, Taman Tun Dr Ismail, 60000 

Kuala Lumpur, Malaysia ) 
LivaNova (Thailand) Ltd 

(999, Gaysorn Building, 5th Floor, Unit 5B-1, Room no 535 ,509-510 
Ploenchit Rd., Lumpini, Patumwan, Bangkok 103304) 

LivaNova Chile SpA  
(MIRAFLORES, Nro. 222, Bloque: P28, Depto: 2801, Comuna: SANTIAGO, 

Ciudad: SANTIAGO) 
LivaNova Taiwan Co. Ltd   

(2F., No. 101, Songren Rd., Xinyi Dist., Taipei City, 11073, Taiwan (R.O.C.)) 
LivaNova Turkey Medikal Limited Sirketi  

(Esentepe Mahallesi Ecza Sk Pol Center Sit C Bloc Apt no 4/1 Sisli, Istanbul, 
Turkey) 

LivaNova USA, Inc.  
(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 

LivaNova, Inc.  
(1545 River Park Dr # 450, Sacramento, California 95815, USA) 

Caisson Interventional, LLC  
(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 

LIVN US 3, LLC  
(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 

ImThera Medical, Inc.  
(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 

CardiacAssist, Inc. Dba TandemLife 
(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 

LIVN US 5, LLC  
(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 

Alung Technologies, Inc.  
(2500 Jane St., Ste 100, Pittsburgh, Pennsylvania 15203, USA) 

LivaNova Site Management  S.r.l.  
(Via Enrico Cialdini, 16, 20161 Milano, Italy) 

LivaNova Switzerland SA  
(Rue du Grand-Pont 12, 1003 Lausanne, Switzerland) 

LivaNova IP Limited  
(20 Eastbourne Terrace, London W2 6LA, United Kingdom) 

LivaNova Hungary Limited Liability Company 
(H-1062 Budapest, Váci út 1-3, A épület, 6. em.) 

LivaNova Canada, Inc.  
(280 Hillmount Road, Unit 8, Markham, ON, L6C 3A1, Canada) 

Livn Irishco 2 UC 



 

 

 

 
 

(Deloitte, 6 Lapps Quay, Cork, T12 TA48, Ireland) 
Cyberonics Holdings LLC (USA) 

(300 Creek View Road, Suite 209, Newark, Delaware 19711, USA) 
CYBX Netherlands C.V. (NL) 

(Westerdoksdijk 423, 1013 BX, Amsterdam, Netherlands) 
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